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Introduction

Using a NetAgentA SNMP (Simple Network Management Protocol) card adds network
monitoring and management functions to your UPS.

After plugging the card into your UPS and connecting it to your network, you can view
the UPS’s status and control the UPS merely by entering the card’s IP address into a
web browser and accessing the card’s UL.

Features

Save and Restore card configurations

Easy setup and firmware updating via the Netility software

Management and Configuration using any web browser

Real-time UPS Status and control

Provides SNMP MIB information for monitoring & control

Automatic Event and Data logging

Automatically emailing of Daily Reports

Can send SNMP TRAPs, email, and SMS messages for events notifications
Network management functions via most Network Management Systems (NMS).
Can gracefully shut down computers and servers that have the ClientMate software
installed.

Autosensing of Fast Ethernet 10M /100M

Supported Protocols

TCP/IP, UDP, SNMP, Telnet, SNTP, PPP, HTTP, HTTPS, SMTP, FTP, Modbus, and
BACnet Protocols

Supports SSL/TLS, SSH Encryptions

Supports SNMP MIB for monitoring & control

Additional Cost Add-ons
e NetFeeler Il card for adding temperature, humidity, water, smoke, and door
sensing.

e USB modem (Not available from Marathon Power) for sending SMS notifications



Free Downloadable software from our website

Netility is software that helps users search for all the available MegaTec Snmp cards
within their LAN, configure IP addresses, and upgrade firmware. Download it at
https://marathon-power.com/s/Netility.rar

UPSMON Manager is NMS software used to monitor and control multiple cards. With
UPSMON Manager, you can view each UPS’s location ID, output status mode, battery
capacity, AC status, battery status, and other parameters available from your UPS in
one window. Plus, you can perform self-tests, send history files, and more. Download it
at https://marathon-power.com/s/[UPSMONManagerSetup.zip

iMConfig is software that allows users to change some UPS parameters one at a time
or simultaneously on multiple cards. Please contact Marathon Power at
support@marathon-power.com for the latest version of this software.

ClientMate is shutdown software for PCs and Servers. When ClientMate is installed on
a computer or server, it receives an AC Failure, battery low, or scheduled shutdown
signal from the card. It then saves the client’s files and gracefully shuts down the
system avoiding a system crash because of a power failure. Download it at
https://marathon-power.com/s/ClientMate-for-Windows-v60.rar

SMS Server Software allows the card to communicate with an SMS Server. Please
contact Marathon Power at support@marathon-power.com for the latest version of this
software.

Our posted software is compressed using the rar format. 7-zip is a free program for
opening rar files. It is available at https://www.7-zip.org/download.html

After installing 7-zip, you are given options for using the program; choose File Manager.
And then click on Extract on the upper left-hand side of the Toolbar. Finally, save the
extracted exe file to your preferred location.


https://marathon-power.com/s/Netility.rar
https://marathon-power.com/s/UPSMONManagerSetup.zip
mailto:support@marathon-power.com
https://marathon-power.com/s/ClientMate-for-Windows-v60.rar
mailto:support@marathon-power.com
https://www.7-zip.org/download.html

SNMP Card Installation

Find the correct SLOT on the UPS and remove the panel

NTELLIGENT SLOT

Align the card in the slot and gently push it in.

Turn ON UPS




LED Indications on the card

LED
RJ45 Port Status

The card 9 Status

!

—
M,
L

Green | Yellow

On | Flashin On_ | Flashing
Sending / Sending /

Lk Receiving . Receiving

Mbps Dat Mbps Data

MOTE: When loading firmware, the red LED alternating flashes, DO NOT remove the card
from the UPS.




Connecting to the SNMP-DA87-01 Card

The SNMP-DA87-01 card has a default static IP address of 192.168.1.254 Subnet
Mask: 255.255.255.0 Default Gateway: 192.168.1.1

The best way to connect to the card is by using an ethernet cable between your
computer and the card. You may need to change your computer’s IP address to
192.168.1.2 Subnet Mask: 255.255.255.0 Default Gateway: 192.168.1.1 for proper
communication.

After making the connections above, open any web browser, and enter 192.168.1.254
into the address bar. The SNMP-DA87-01 card does not require entering a username
and password by default.

If your computer does not have an ethernet port, you can use a simple Wi-Fi router
between your computer and the card. First, wirelessly connect your computer to the
router using Wi-Fi, and then make a wired connection between the router and the card
with an ethernet cable.



Netility - SNMP card Configuration Utility

Netility is software that searches for all the available MegaTec SNMP cards on your

LAN, configures IP addresses, and upgrades firmware. Download it at https://marathon-
power.com/s/Netility.rar

NOTE: Each MegaTec card has its unique serial number / MAC address.
It is available on the underside of each card and helps identify it in Netility. (The
password on the label allows for card recovery if a password is forgotten.)

3

MiniGoUSB™

S/N:3927:
MAC:00-03-EA-18-C8-2E

Password:EA19F26C
(AT R
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https://marathon-power.com/s/Netility.rar
https://marathon-power.com/s/Netility.rar

Netility Ul Structure

The Netility main page has a function section and an Online NetAgent card List.

1. Online NetAgentA List 2. Function Selection

2. Function

{

Netilit

| wwot || Search for device’s LAN IP

VSerial Number MAC Address IP Address

3927000569 00-03-EA-11-45-F9 192168029
3927145099 00-03-EA-13-74-8B 192168034

Frrmware

ANiadE 3927150530  00-03-EA-138F-C2 1921680167
3927154045 00-03-EA-13-9D7D 192168035
3927193225  00-03-EA-14-35-89 192.163.0.198
97796066 00-03-EA-14-41-42 1921680132
3977213199 00-03-EA-14-84.6F 192168032
¥MN097  0003EA-14-B3-00 1921680224
3927202529  00-03-EA-15E1-8] 192.163.0.31

Handwarm Version: HDAS20W
Faomware ¥ersion:
MAC Address: 04-43-16-EB-65-64

1. Online MegaTec Card List

2.1 Launch Web User Interface
2.2 Network Settings

2.3 Firmware Upgrade
2.4 About
2.5 Refresh List

1.2 Individual MegaTec Card
1.1 Online MegaTec Card List

11



Online MegaTec Card List

When you open Netility, it automatically searches for all the available MegaTec SNMP
cards and then displays the card’s serial number, IP address, and MAC address.
Double-clicking on a single MegaTec card takes you directly to the card’s webpage.
(The list refreshes automatically every 2 minutes)

| Sl

= Netility

Search for device’s LAN IP

Serial Number MAC Address IP Address
3977000563 00-02-E4-11-45-72 192 168059
R 303743003 00-0ZEA-13-749E  192.168.0.%
Upgrade 307715052 0J-03-E&-13-BF-C2 192.158.0.167

3927154045 0J-03E&-13-9D-7D 192.168.0.35

3927193225 0J-03EA&-14-35-83 192.158.0.198

3977196065 00-0ZE&4-12-41-A2 192 180132 ‘
3927213193 00-0%E&-14-B4-8F 192 168.0.32 =
Abuia J9zma [-0E&-12-H309 192 16601524
397702523 00-0%-E&-15-E1-81 192 168.0.21

Hmlvue Verson BDASZW

Network NY=lslgasBie] Double click to login to the webpage

Settings

Serial Number MAC Address IP Address
3977000563 07-02-FE4-11-45-73 132 168.0.29
Fittrwvare 3017145093 00-02-E4-13-748E 192.168.0.24
Upgrade 39¥715052] 00-03-E&-13-BF-C2 192.168.0.167
3027154045 00-03EA-13-9D7D 192.158.0.25

3927193225 00-03-EA-14-35-83 192.158.0.198
3927196063 00-0%E&-14-41-22 1921580132
3921213193 0-0ZE&-14-B4-8F 192 168.0.22

39725097 M-0ZE&-14-83-09 192 158.0.224 [\
97770252 00-03E&-15-E1-61 192 168.0.21 N
Hardware Yeraon: HEYS0S
Frrrawses ¥

eracm. 3 5 HYS06
MAC Address 00-03-EA-14-B3-09

Scket 10722

Refresh
List
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Individual MegaTec Card Information

Highlighting a specific MegaTec card displays its hardware version, firmware, and MAC
address. You can also see the total number of MegaTec cards found by Netility.

Launch
Web User
Interface

Network ~ Search for device’s LAN IP

Settings

WH

Serial Number MAC Address padan Click on NetAgentA

07000563 O0EA-11-45F2 192 1600w
Fitvare 0TM4T03 MOFEAAITASE 192168.0.4
Upgrade 05052 O0-03EAA3-BR-CZ 1521680167
VTSNS 00FEALIODID 92168035
i 927193225 0J-03EA-14-35-83 1321680198

307196063 0J-02EL-14-41-22 92.168.0.122
3927213193 -0 E&-14-84-8F 192.168.0.22
397225097 0)-0FE&-14-8309 192.168.0.224
97202523 00-03-E&-15-E1-81 192.168.0.21

b e WL M‘-"
Ercyare Yarson 3 5 BP506
MAC Sddress 00-03-E4-14-B3-08

Refresh
List

Total Number of NetAgentA
found and selected

13



2. Click on | ; ® ®
Launch Web b Use
User Interface ¥

Search for device’s LAN IP

Serial Number  MAC Address P Mdress 1 Cllck on NetAgentA
70569 000-EA-11-45-F3 192166029

AR IR 0H%-EA-13-74€B 192168034
627150520 00:03-EA-18-BF-C2 192.166.0.167
714045 0303-ER-13-80-7D 19821680 35
917192235 O00-EA-14-36-38 1931 01%
e I 0005 EA-14-41-42 1921680 152 [
5927213199 0003-EA-14-B4-6F 192.186.0.52 / i'?
7225087 0H02-ER-14-B108 193 16680224 |
TR O00-EA-15-E1-81 192168021 3

Heodware Varaoon: HESSO6 Srlectlof 23
Finuwees Fecdon: 2587506
MAC Addesx 00-03-EA-14-83-09

Login to the webpage of such NetAgentA

[YOAT235] hetFannr Communicston Lo

|
' Sy ieforiition

System|Stans
o Owere Vareion UPS Lant Seif Tet

Remote Control
FeTrwere Verson 0 CASX UPS Mawt Seit Test
[ swsmodemstaus | — 3 i i

Syswim Nare Bt WJPS Crtieal Terapertars

' |
(D]  mnagemen J

ccatien
Tysere Tiew 847
and

Uptine

Wi rdrgg il De Stlinied 10 peisute(s) Sefire Sciwduted Srutocwn e

Se0¢ Bl foe Dty Report (W
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Netility Network Settings Tab

This allows you to view or configure the card’s networking information.

When using DHCP or BOOTP, the IP address, and other network parameters are
assigned by the network

The card offers four network protocols for management: HTTP / HTTPS / TELNET / SSH.

If a password was enabled, it is necessary to enter the correct password before making
any configuration changes and firmware upgrades.

2. Clickon |
Network . etk ~ Search for device’s LAN IP

Serial Number  MAC A0dress 1P Adaress
Mxdadent  0003-EA-BCB-ZF W2 168 007
WNTHH4  0-DI-EA-L3FR-DE  192.168.1,105
-03-EA-14:B309  10R2MTDTI

Fa Configure

IF Addre:s {.ﬂ/! vanced | Paismord |

Address Configurstion

JHCP

7 " Obtan 1P address by D

Columns requires to be entered for R
Static IP address -

P Acdimis
1F Addpeoss [ 1 10

Suboat Mask:

Catawsy:

15



[P Addoess  Advinond | Passwond |

ﬁ/’!w‘!llﬁl 1 Pretecol \
[# Exste HTTP Pusction
HTIP poct nenber (165534 0

[# Exsble HTTPS Fusction
HTIFS pect anmder (165534 )

[* Exshle Telist Fuubu

" Default port for each protocol |

Talset poct nember (155534 x

[* Exshle SSH Feactoo

\ S5H port sunbar {1 63%34): Z /

] = |

T#E
==

IP Address | Adwanced Foreword i Enter password

Device Passwced

[V Enable passmecd sathng ¢ /

| | setting or firmware upgrade

Once password is enabled and
configured, it is required to enter the
correct password when change any

In-uuu- e

Plowr pasiwend:

/

Password Input SN

[ixsuuu:

- 3
Coufumn pasimecd:

Netdity Pastwrced: |

COX

o] Netility ‘
Launch
Web User
Interface

i Search for device’s LAN IP wvice’s LAN IP

Settings

Serial Number MAC Address IP Address
3026444847  00-03-EA-08-CB-2F  192,168.1,107 1P Address
3027177604  00-03-EA-13-FODE  192,168.1.105 5
3027225097 00-03-EA-14-B3-09  192,168.1.110 CB-z2F 121681107
2-DE 1921681105

[B309 152, 168.1.110

Firmware
Upgrade

About

Searching device...

16
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Netility’s Firmware Upgrade Tab

Warning!

The MegaTec’s STANDARD firmware is not fully compatible with our products.
Using it may result in loss of functionality of the card or the UPS.

Please access the card and go to the card’s Management Tab/About/Update

Firmware to update the firmware or contact Marathon Power directly at
support@marathon-power.com for the correct firmware.

Methods of upgrading the card’s firmware,
(1) Click on a specific card from the Netility list
(2) Press and hold the CTRL key to select multiple cards from the list.

(3) Click on the first card from the list, then press and hold on the SHIFT key and
then click on the last card in the list.

IMPORTANT! Please make sure if you select multiple cards that, they are the same
Hardware model

If there is any failure during firmware upgrading, please try again. If the error occurs
again, check that the hardware and firmware are compatible.

While upgrading, the red and yellow LED could alternatively flash. DO NOT remove any
power or cable to the card. Once the firmware has been successfully upgraded, the
card reboots automatically.

If a failure occurs during firmware upgrading, please try to upgrade the card again. If the
2nd attempt fails, please contact Marathon Power at support@marathon-power.com for
assistance.

17
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-----

......

Upgrade consecutive

Bleoame O HRMWARES STV S 1708 Ve (l

r |

e 1.Select binfile

[l‘.l AEMWARES 5 BYS06\3 5 BYS06 b
|

ot seccass, © wret fadl

3. Upgrade message

4. Cancelto exit

2.Clickon Download = - ‘ / |
_—l_-/ | camel 1]}

Refresh List Tab

The list on Netility would refresh every 2 minutes automatically. However, a manual
refresh is also possible by clicking “Refresh List.”

18



Quickly Setup the SNMP Card

You will need to access four sub-menus on the card for proper configuration, Configuration/
Network, Configuration/SNMP, Configuration/Email, and Configuration/System Time

Configuration

UPS Configuration
UPS On/Off Schedule

+ Notification
Web/Telnet/FTP
BACnet
NetFeeler

D LDH Information

1. Network - Assigning a Unique IP Address

Enter a unique IP address to connect the SNMP card to your network properly

m I4ZN IPv6 | Ethernet | Dynamic DNS | PPPoE (]

Network Gateway
Wireless LAN Obtain an IP address *

DNS Server IP
Primary DNS Server IP 3.8.838

Secondary DNS Server IP

+ Notification
WebiTelnet/FTP

|

BACnet
NetFeeler

D Log Information
Apply Reset
p——

Obtain DNS Server IP

* . System will reboot when these items have been Applied.

19



2. SNMP - System Naming

[EELEIGI Access Control | Trap Notification | Device Connected 0

UPS On/Off Schedule System Contact
System Location ’VI,-CT‘
SNMP UDP Port

NetAgent SNMP Port 161

Trap Receive Port 162
Web/Telnet/FTP

SNMPv3 Engine ID Format Type * [MAC Address v

SNMPv3 Engine ID Text 80003461030003ea07356c

D Log Information Description
*: System will reboot when these items have been Applisd

Enter a unique ID/Name into the “System Name” field using the SNMP sub-menu.
The “System Name” appears in the subject line of the event notifications emails.

The “System Location” only appears in the body of the email.

3. Setting Up Email Notifications

Enter the information for the sending Email Server and the sender’s account
information.

Configuration
UPS Configuration Email Server | |
UPS On/Off Schedule Email Port |25

Email for Event Log | Email for Daily Report

Enable S5L on Email

NONE -
Transmission
Sender's Email Address |
= Notification
- Email

Authentication
= SMS

= WeChat
= LINE

= Telegram

H Email Server Requires

Account Name

[35:]
)

Password
Q@
{] Sending test mail ‘
= Skype a

Web/Telnet/FTP
1 Reset
b

You must enter a “Sender’s” email address to send email notifications.

20



We recommend using a unique email address/account only for UPS event emails
instead of an individual’s email address, for example, mytownsupss@ourtownUSA.gov.
Using an individual‘s email could be a problem later if the person’s responsibilities
change or multiple technicians enter their own email addresses.

Doing this allows all the UPS event emails to be managed from one email account and

program like Outlook, giving an organization a central point for email management,
updating, and security, instead of at each SNMP card.

4. Emailing of UPS Events

Enter the email addresses of the people needing to receive UPS event notifications.
The Select button allows you to select which notifications are sent to that person.

S ETRY: LVl Email for Event Log

Email for Daily Report

Send Email When Event Occurs
UPS OniOff Schedule Accountt | [ select |
[ Nework - | [ solect |
Account3 | |
_ A t4 Select
—Notification e | |
e Accounts | [ setect |
e m Accounts | |
v Account? [ [ select |
L TINE @ Accountd | |
= Telegram <
= Skype a
S

21



5. Available Event Notifications

UPS Events NetFeeler Il

—UPS Events

Schedule Shutdown Event
UPS Failure

UPS entering Test mode
UPS entering Sleeping mode
UPS entering Boost mode
UPS Load Overrun

UPS Communication Lost
Turn Off UPS

AC Power Failed

UPS Battery Low

UPS Temperature Overrun

UPS Capacity Underrun

UPS entering Bypass mode [C)] O




6. Emailing of Daily Report

Enter the email addresses of the people needing to receive a daily copy of the event
and data logs as a CSV file. We recommend sending the Daily Reports at 23:58

The data and event logs are also available for download using the card’s Ul.

Information

Configuration
UPS Configuration Accounti
UPS On/Off Schedule Account2

Account3d

[SuETR SO ET RISV Gl Email for Daily Report

Accountd

Send Email for Daily Report

= Notification YES v |at|23:58
(HH:mm) (24-hour time format)
= Email
. sms mwi
et a
+ LINE Lovc)
« Telegram (4]
= Skype a

WebiTelnet/FTP

7. System Time

DECHNWEE Language | SyslLog Setting | Save/Restore 0

Configuration

System Time

UPS Configuration System Time (yyyy/MM/dd HH:mm 55]
UPS On/Off Schedule Time Between Automatic Updates
Network Time Server time.windows.com
Wireless LAN Time Zone (Relative to GMT)
Using Daylight Saving Time
+ Notification
Web/Telnet/FTP
— Resert
NetFeeler
System Auto Restart System for Every (0: Disable) m

- Log Information Manual Restart System After 30 Seconds Apply
®

23



7. Creating a Master Configuration File

Create a master configuration by saving a finished configuration at
Help/About/Save/Restore Settings as a master.

Then by restoring this “Master” on another SNMP card, the new card is configured
faster and easier, but you must change the new card’s 'IP address and System Name.

Save/Restore Settings Save Current Configuration

Click on Save to save the configuration to your PC. The text file has a default format of
YYYY_MMDD_TIME.cfg.

Restore the previous configuration

Use this function to restore the *.cfg configuration file. Click Browse to locate the file you
want to restore, and click Restore.

. m

Configuration
UPS Configuration
UPS On/Off Schedule

Wireless LAN

System

D Log Information

Date/Time | Language | Syslog Setting EEEIEEGI

Save current configuration | Encrypted ~

Restore previous I
| Choose File | No file chosen
configuration E—

Reset to factory default

24



NetAgentA User Interface Descriptions

Information Tab

UPS Status
This page graphically displays the current UPS status along with current Voltage,
Frequency, and other information

e [17:27:32) UPS N 50%
B 5 NetAgentA et )
S Jggm .

" UPS Status
System Status
smeoinr o Voltage Rating: 150.0 Frequency Rating: 556 Battery Voltage Rating: 125/

D Log Information UPS Manufacturer:
O

I UPS Model: M1000K

System Status

System Information
This tab displays basic information such as current settings, hardware/firmware version,
serial number, and uptime.

[17:27:32] UPS Load Normal (50%)

m System Information VESIRIGHUETTL] ’ Network Status | Wireless Status (2]

[uessms [ mation

System Status o
Hardware Version HDAB07 UPS Last Self Test -

Remote Control
Firmware Version
| sMsmodemstaus || RN

System Name

.jt Configuration System Contact

D Log Information Location
System Time
Uptime

Warning will be Initiated 1 minute(s) before Scheduled Shutdown Event

UPS Next Self Test
UPS Critical Load
UPS Critical Temperature 70.0 °C

UPS Critical Capacity

Send Emall for Dally Report 0:0(

25



UPS Information

This page displays UPS information/Battery and Rating Information. The data is
obtained from a reply from UPS or the settings from the [UPS Configuration] webpage

8 o NetAgentA

L

[17:27:32] UPE Load Normal (50%)

Wireless Status

System Status

Remote Control
SMS Modem Status

UPS Information

UPS Manufacturer

UPS Firmware Version

UPS Model —

& o oo

Date of last battery replacement
Number of Batteries

Battery Charge Voltage

18/07/04

2267V

Battery Information

ORC==w—,

Voltage Rating

Frequency Rating

Battery Voltage Rating

Rating Information

Network Status

This page displays the network information of the card.

8 . NetAgentA

| System Status

Remote Control

MAC Address

Connection Type

System Information | UPS Information EUBEIIGESEIEN Wircless Status

General

Email Server

Time Server tin ch
SMS Modem Status PPPOE IP
e PPPoE IPvE

(W] cos rormaion
@ e |

IP Address

Subnet Mask
Gateway

Primary DNS Server

Secondary DNS Server

[17:27:32] UPS Load Normal (50%)

IF Address
LinkLocal Address
6tod Address
Gateway

Primary DNS Sarver

Secondary DNS Server

fed0

203:eaflfe18.c824/64

26




Connection Status

=-=_A= NetAgentA

m System Information | UPS Information | Network Status JREGHUEHIRHERIENTE 2]
[ Upsstaus [N —— e NETISSH
System Status [2023/02115 10:17:15] ::fff:192.168.1.198 login There is no latest data.
[2023/02/14 08:18:07] 77192 168 1 198 logout
SMS Modem Status 192.168.1.198 login
58.1.198 logout
2.1.158 logn
Configuration
D Log Information e 1be ogout
~ffff;192.168.1.198 login
Fiprrs T —
There is no latest data. There is no latest data.

This page shows various connection statuses and information.

Remote Control

UPS Status

® 10-Second Test
Remote Control

prrT— O Deep Battery Testfor [10____minutefs)
lem Status -

O Test unfil battery capacity below 10 %
:

) Test Until Battery Low
Configuration O cancel Test
D Log Information =

Miscellaneous

'

O Tum off UPS when AC power Fails
O PutuPs in Sieep mode for (50| minute(s)
O Wake up UPS

O Reboot UPS

O uPs Buzzer On/Oft

O UPS Outlett ON

O UPs Outlet1 OFF

O uPs Outlet2 ON

O UPS Outlet2 OFF

O UPS Bypass ON

O uPs Bypass OFF

O UPS High Efficienc y 10% ON

O UPS High Efficiency 15% ON

O UPS High Efficiency OFF

Users can perform several tests on the UPS remotely. Once the option is selected,
please click on Apply to execute it.

Some remote commands may not execute either because the UPS does not support
the command or the command is disabled in the UPS’s firmware. Please contact
Marathon Power at support@marathon-power.com for information regarding your
specific UPS.
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SMS Modem Status

M Pctem iormation |||
Systemn Status
Modem Manufacturer
Remote Control
Modem Model

SMS Modem Status

Configuration GSM Modem Current Status

Service Provider

D Log Information Central number of SMS service

SIM card PIN is correct or not

Modem Firmware Version

This page displays the attached GPRS modem'’s status. Unfortunately, Marathon Power
does not sell modems, but if you contact Marathon Power at support@marathon-
power.com we may be able to offer some assistance with your modem.

NetFeeler

. m

S]rstem Status

Environmental Temperature Unknown Security1 Status Unknown
Remote Control ) L .

Environmental Humidity Unknown Security? Status Unknown
SMS Modem Status .

Water Status Unknown Securityd Status Unknown

NetFeeler .
Gas Status Unknown Security4 Status Unknown

Configuration Smoke Status Unknown Security5 Status Unknown
D Log Information Securityd Status Unknown
Security? Status Unknown

NetFeeIer

NetFeeIer Status

This page displays the environmental status when a USB NetFeeler/ NetFeeler Il and its
accessories are connected to the NetAentA card.
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Configuration Tab

Configuration UPS Properties

UPS Configuration UPS Communication Type | MegaTec v |
Number of Batteries [2 |
Battery Full Charge Voltage (V) [2.267 |
Battery Exhausted Charge Voltage -
BT | | = |
Battery Repacement Date
—— | |
Number of External Battery Pack |D |

Condition of UPS Restart

System
Battery Capacity [0 | %

D Log Information Waiting Time [30 | seconas)

BN SGENIEEN Test Log | Warning Threshold Value 9

UPS Configuration

UPS Properties
This section adapts MegaTec Standard firmware to a UPS that does not have custom
MegaTec firmware.

Our Engineers have already modified the SNMP card’s firmware to be compatible with
our UPSs. Therefore, DO NOT change these settings except for the Date of the Last
Battery Replacement.

UPS Communication Type
Select the compatible protocol that your UPS supported from the list. The wrong
protocol selected would cause no communication at all. (Megatec is

the default protocol)

Number of Batteries:
Enter the number of batteries that the UPS has.

Battery Full Charge Voltage (V)

Enter the number of the full charged voltage per battery cell. (2.267 is the default; we do
not recommend changing the default value)
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Battery Exhausted Charge Voltage(V)

Enter the number of exhausted voltage per battery cell. (1.667 is the default; we do not
recommend changing the default value)

Date of Last Battery Replacement(mm/dd/yyyy)
Enter the date of the last battery replacement for the record

Test log

m UPS Properties EESSKIE Warning Threshold Value

Configuration Test UPS

UPS Configuration Test UPS every None  w

UPS On/Off Schedule Start Time of UPS Test (HH:mm) (24-

N | | . ime oman
Wireless LAN

0 Minute(s) (-1 = Stop
WebiTelnet/FTP UPS Data Log | |

Am:l::l Reset
D Log Information

UPS Test Type 10-Second Test v

This page allows you to test your UPS remotely and adjusts the time interval between
data log entries.

Test UPS Every
Week /2 Weeks/ Month / Quarter can be selected

Start Time of UPS Test (hh:mm)
Enter the time to begin the test

UPS Test Type
Select the test from the drop-down list

UPS Data Log



To enter the time interval to refresh the data

Warning Threshold Values

m (LR 1V LT GO R I LT I Warning Threshold Value 9
Configuration

UPS Configuration Time out after loss of connection
UPS On/Off Schedule Critical Load (%) [20 |
Critical Temperature [T0.0 |[Fc ~]
Wireless LAN . . _
Critical Capacity (%) | 10 |
+ Notification
Web(Telnet/FTP -
oo

BACnet
NetFeeler

System

D LOQ Information

Time out after the loss of connection:
Sends a warning alarm when NetAgentA and the UPS lose connection at this
configured time

Critical Load(%)
When loading reaches the % configured, the card sends a warning alarm

UPS Temperature (°C)
When the UPS temperature reaches the degree configured, The card sends a warning

alarm

Critical Capacity (%)
When UPS battery capacity reaches the % configured, The card sends a warning alarm
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UPS On/Off Schedule

UPS Actions

UPS Action [E NIRRT TG W] Weekly Schedule | Date Schedule

Configuration
UPS Configuration During |00-00 -|23:59 ,if[ UPS Load Overrun v]

UPS On/Off Schedule occur, then [ tumn off UPS v Iaﬂer|1 UPS

UPS Load Overrun

AC Power Failed

UPS Battery Low

UPS Temperature Overrun
During Time Eattery Capacity l;.llnderrun

tCaalar |1
+ Notification No. Event NetFeeler II el
Interval(HH:mm) Temperature Overrun
Web/Telnet/FTP Temperature Underrun
Humidity Owerrun
BACnet Humidity Underrun | -
Smoke

Security1
@] coomomeor |
Security3
Securitys
Securitys -

This page allows you to configure the UPS or a remote host to be shut down based on a
UPS or Netfeeler Il event. Please contact Marathon Power at support@marathon-
power.com for assistance with these settings.

Remote Shutdown

=1. 5 N etAg e ntA [18:13:07) UPS Load Normal (79%)

Em (It LU Remote Shutdown

Weekly Schedule

Date Schedule | Wake On Lan

Configuration
UPS Configuration Domain Name / IP Login Mode User Name Password Shutdown Commands
| UPS On/Off Schedule Host1 |182.168.66.222 Teinet v 23 Administrator shutdown /a
Wireless LAN Hostd SSH v hait Test
K | ... s v bai ot
Web/TelnetiF TP
M Hosts hait Test
O cac
@ e

This is used to send SSH or Telnet commands to network devices. The event needs to
be added under UPS Action first, and then enter the IP address of the device that you
wish to be shut down by SSH or Telnet. Next, check for your device’s shutdown
command.
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For example, to shut down Host 1 (Windows server) after 1 minute after AC power fails.
First, go to the UPS Action tab, select the” AC Power Failed” event, select “shutdown
Host 1%, and press Add to add the action to the list.

Once an action is added, go to the Remote Shutdown tab, enter the domain IP for Host
1 and Host 2, select Telnet or SSH for access, and then enter the user name/password
of the server with its shutdown command of the server.

For Windows, “shutdown /s“ is the shutdown command.

For Linux, “halt”’ is the command to shut down. For MAC, it is “sudo shutdown” as the
command.

- Windows: shutdown/?

- Linux: shutdown —help
- MAC: sudo shutdown

Weekly Schedule

.1 ‘ 18:28:13) UPS communication has been lost.
B s NetAgentA T

m Information UPS Action | Remote Shutdown Weekly Schedule EWEIEELHELTERE ETEY LT ET ]

Configuration
UPS Configuration Turn On (hh:mm)

Turn Off {hh:mm)

UPS On/Off Schedule

Sunday
Monday g 18:00
Tuesday

Wednesday

Thursday

Friday
Web(Telnet/FTP

BACnet
SMS Modem
[ Netfeeler | Werning will be Infited 1 miniie v befors Scheduled Shutdown Event

O
(@) managoment |

Saturday

This section sets the time to turn on/off the UPS on particular days of the week. The
settings here override the settings in Weekly Schedule. A warning can be initiated x
minutes before the scheduled shutdown event.
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Date Schedule

=1. ' N etA entA [18:28:13] UPS communication has been lost.
R g

D UPS Action | Remote Shutdown | Weekly Schedule JsEIEEEUELTIEE Wake On Lan

Configuration
UPS Configuration Date (yyyy/mmidd) Turn ©n (Rh:mm) Turn Off (hh:mm)

UPS On/Off Schedule

1018

Wireless LAN

Weh/Telnet/FTP
BACnet

10:25

1
1
10:30
1
1
1

MNetFeeler Warning will be initiated 1 minute | before Scheduled Shutdown Event

System

o] oo | o T
(@[ wansgemen: |

This section sets the time to turn on/off the UPS on a particular date. The settings here
override the settings in Weekly Schedule. A warning can be initiated X_ before the
scheduled shutdown event.

Wake On Lan

= ' N etA e ntA [18:28:13) UPS communication has been lost.
R g

g UPS Action | Remote Shutdown Weekly Schedule | Date Schedule RUETERGYETY

Gevea seunce
UPS Configuration Host1 IP: MAC:

UPS On/Off Schedule Host2 P: MAC: Test

Hostd IP: MAC: Test

Hostd IP: MAC: Test

Hosts IP: MAC: Test

Hosté IP: MAC:
HostT IP: MAC: Test

Hosté IP: MAC:

BACnet _
NetFeeler Wake up remote host after power restore

Wait until battery capactiy reaches to |10

System

D Log Information
@ o

This section wakes a PC within the network when AC is power reestablished or when
the battery capacity reaches a configured %. (Ensure the computer supports this
function and that it is enabled in the computer BIOS.)
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Network

This page is to set NetAgentA’s Network settings.

IPv4

L

UPS Configuration
UPS OniOff Schedule

Web/Telnet/FTP

System

D Log Information
(D] wanagemen

[18:28:13] UPS communication has been lost.

IP Address

IP Address 182.168.66.117
Subnet Mask 255.255.255.0
Gateway 192.168.66.1
Obtain an IP address Using DHCP v

DNS Server IP
Primary DNS Server IP

192.168.66.1

Secondary DNS Server IP
Obtain DNS Server IP

[ ropty | et |

How the card obtains its IP and DNS IP address is selected by a drop-down list. The
options are manually entered, DHCP, or Bootp.

If the IP address and DNS have automatically configured, the information is displayed

here

D Information

UPS Configuration

Network
Wireless LAN
Web/Telnet/FTP

NetFeeler

D Log Information
O

[18:28:13) UPS communication has been lost

IPv4 WISLE Ethernet | Dynamic DNS | PPPoE (7]

IP Address

IP Address

IPvE Prefix 64
Gateway

Obtain an address *

Router Discovery Autoresend

Maximum Number of IPvE Prefix

Multicast Address

Primary DNS Server

Secondary DNS Server

em will reboat when these items have been Applied

oo | e

The NetAgentA series supports IPv6.

How the IP address is obtained can be selected from the drop-down list with the options
of ( Automatic.” Stateless DHCPV6./DHCPV6.~Manual )
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Once you click on Apply, the NetAgentA reboots

Ethernet

Connection Type
This section is to set the communication speed between NetAgentA and Network.

Once you click on Apply, the NetAgentA reboots

Stop UPS communication when Ethernet disconnected

This section sets if you want to stop UPS communication when NetAgentA disconnects
from Ethernet

Modbus on TCP Device ID :

Enter device ID to read/write data when using Modbus on TCP communication with
Megatec protocol and Modbus Register Table

=,. AL}_ N etAg e ntA [18:28:13] UPS communication has been lost.

1gm IPv4 | IPvé ESUEIGEIE Dynamic DNS | PPPoE 0

|

[ oo |
UPS Configuration Connection Type *

UPS On/Off Schedule

Stop UPS communcation when Ethernet disconnected No v

|_ Network Modbus on TCP Device ID

3

Web/Telnet/FTP

E—
| WebfeineuFTP |
1D Log Information

|

O ]
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Dynamic DNS

8 o5 NetAgentA

Q IPvd | IPvE | Ethernet EEREMIsEER PPPoE o
,

UPS Configuration Service Provider None v
UPS OnlOff Schedule Domain Name
Network Login Name

Wireless LAN Login Password

Use external STUN server to get Public IP to register

Secondary STUN Server IP

[ scply | Reset |

This service allows the user to alias a dynamic IP address to a static hostname.

Please contact Marathon Power at support@marathon-power.com for more information

PPPOE

Use this option to allow NetAgentA to connect to the Internet directly using your xDSL
modem by PPPoOE. Please contact Marathon Power at support@marathon-power.com
for more information
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Wireless LAN

il DABOT_81(192168661 X el - & IES
. C | b 192.16850.109 o | B

[09:47:36] NetFeeler Communication Lost

AP Setting IS NS B -

UPS Configuration E
UPS On/Off Schedule
SSID MAC Address

Network Secrity AuthiEnc) Signal{%)

—

LAN » ASUS_RTACS3_2.4G 2cqd:a1:00:92:28 Secure Network WPA2.PSK(AES) ~

| swwp | 2

_ » Mi_Daniel 28:6c:07:51:32:63 Secure Network WPA.PSKWPA2-PSK(AES) a
Email

» CableWiFi2.4G 08:02:8efe:dcihe Secure Network WPA2-PSK(AES) a

Web/TelnetFTP —

— » Xiaomi_0679 28:6c:07:64:06:7a Secure Network 'WPA PSK/WPA2.PSK(AES) a

» Megatec_Mi 10:b4:29:56:18:12 Secure Network WPA.PSKWPA2-PSK(AES) //o;\\;

=

» EclipseTaipei-APO2 10:6F:3f18:d3:60 Secure Network WPA.PSK(AES) ~

D Log Information » Megatec_SMC 00:1317:23:44:53 Secure Network WPA PSKWPA2.PSKIAES) =

- T a

» DASAN_GONT 00:d0:cheef:06:22 Secure Network WPA2.PSK(AES) -~

» king_ap 00:1c:10:ack37:01 Secure Network WPA2-PSK(AES) Y

This section configures the NetAgentA card to connect to a network with a compatible
USB wireless dongle.

Marathon Power does not sell USB Wi-Fi dongles. However, we may be able to help
configure one. Please contact Marathon Power at support@marathon-power.com if you
need assistance.
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SNMP (Uniquely Identifying the UPS)

? o5 NetAgentA

Qm [eELEFIM Access Control | Trap Notification | Device Connected

m S}'SIQI]] Location My Office
f SNMP UDP Port

SNMP
[ NetAgent SNMP Port

UPS Agen!

Trap Receive Port

SNMPv3 Engine ID

SNMPv3 Engine ID Format Type * MAC Address v

SNMPv3 Engine ID Text

Web/Telnet/FTP

D Log Information Reset
@ e

This page configures NetAgentA SNMP settings to be used by NMS ( Network
Management System).

>

General

System Name

Enter a unique ID/Name into the “System Name” field.

This “System Name” appears in the subject line of the event notifications emails. The
“System Location” only appears in the body of the email.

SNMP UDP Port

The port used by the card to receive and send signals
NetAgent SNMP command. (Default is 161)

TRAP Receive Port (Default is 162)

SNMPv3 Engine ID
When using SNMPv3, the card requires you to have its Engine ID for identification,
which generates an authentication and encryption key.

SNMPv3 Engine ID Format Type

The format type is selected from the drop-down list options, MAC Address / IPv4 / IPv6 /
Manual options. Clicking on Apply reboots the card.
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Access Control

g o5 NetAgentA

E General EETSEEReGLININ Trap Notification | Device Connected
K] oo |

UPS Configuration Manager IP Address
UPS On/Off Schedule

Version Community Permission Description

I

Wireless LAN 102.168.68.5 Vv L3k - public
SNMP

User Name at
Auth. Protocol  MDE v Privacy Protocol DES v

Auth. Password - Privacy Password |-«

Web/Telnet/FTP
BACnet

Log Information

ii

Management

‘
I:-

Manager’s 'IP Address
Sets the IP address that the administrator uses to manage the card. It is valid for up to 8
IP addresses. To manage the card from any IP address, enter *.*.*, *,

SNMPv1 & SNMPv2 or SNMPv3

Select between SNMPv1& SNMPv2 or SNMPv3. When selecting All or SNMPV3, a
username, password, authentication, and privacy are required.

Community
This section is to set a Community name for NMS. The community name has to be the
same as the setting in NMS. (Default is public)

Permission

This section is to set authorities of administrators. The options are Read, Read/Write,
and No Access.
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Trap Notification

8 85 NetAgentA

m General | Access Control JRIETVIGIIGSIGEE Device Connected

UPS Configuration
UPS On/Off Schedule

Wireless LAN
SNMP

= ——
o . . = ST [ seiect | rest |

BACnet

SMS Modem

System Send Power Restore and Adapter Restore Traps for time(s) in second(s) interval
D Log Information

G | [

Number of Retries

Timeout |sec)

Destination IP Address
Set the receiver’s 'IP address for receiving TRAPs sent by the card. It is valid for up to 8
IP Addresses.

Accept
Select the TRAP type from the drop-down list. When SNMPv3 TRAP or SNMPv3 Inform
is selected, username/password and authentication information are required.

Community
TRAP receiver and the card must have the same community. (Default is public)

Severity
This section is to set the Trap level for each receiver. There are three levels,

O Information: To receive all traps.

O Warning: To receive only “warning” and “severe” traps.
O Severe: To receive only “severe” traps.

( Please refer to your NMS manual for Trap levels.)

Description
This field is to make a note for the administrator’s reference
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Events

Selects the events that the card sends as TARPs. Click on Select to show the complete
Event List. Then, click test to send a TRAP to ensure the settings are correct.

Send Power Restore and Adaptor Restore TRAPs for x time(s) in x second(s) Intervals.
Sets the number of times the card can request information. (Default is 3 times and an

interval of 5 seconds)

Device Connected

585 NetAgentA

General | Access Control | Trap Notification [EEEHTEEeLLETSES]

UPS Configuration | Y - Y onnecte
UPS On/Off Schedule

[ SNMP
Email

Webi Telnet/FTP

BACnet

D Log Information
O

This section sets the usage power and connection status of other devices that connect
to the same UPS that NetAgentA uses.
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Notifications

Configuration

UPS Configuration Email Server |

UPS On/Off Schedule Email Port |
| Nework | p—

Wireless LAN o STARTTLS v

Transmission

N | ....cooonoaess |
— Notification

EI -------------------------------- Email Server Requires

mai -\’ES w
-------------------------------- Authentication
SMSs

""""""""""""""""" Account Name
« WeChat |
. LINE Password |

Telegr_a_;‘l """"""""""""""""" Sending test mail | | Test Mail
« Skype

WebiTelnet/FTP

| Reset
BAChet 0 [ soply | Reset |

Email Settings

Enter the information for the sending Email Server and the sender’s ’account
information.

You must enter a “Sender’'s” email address to send email notifications.

We recommend using a unigue email address/account only for UPS event emails
instead of an individual’s email address, for example, mytownsupss@ourtownUSA.gov.

This allows all the UPS event emails to be managed from one email account and
program like Outlook, giving an organization a central point for email management,

updating, and security, instead of at each SNMP card.

Using an individual‘s email could be a problem later if the person’s responsibilities
change or multiple technicians enter their email addresses.
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Emailing of Event Log

3 85 NetAgentA

Q [SUETETLIN T Email for Event Log  ESUETRGTE =TIV T

Send Email When Event Occurs  YES v
Account2
Accountd Select
Accountd
Accounts
Accounté Select
Account? m
Accountd Select

=3
D Log Information
O

Enter the email addresses of the people needing to receive UPS event notifications.
Select. The Select button allows you to select specific notifications for that person.

Emailing of Daily Report

8 o5 NetAgentA

m [SUETE-CHIT =T PR G SV IR G Email for Daily Report

UPS Configuration Account]

UPS On/Off Schedule Account?

[ Nework |

Wireless LAN Accountd
Send Email for Daily Report (hh:mm) NO v | at|12:00

Enter the email addresses of the people needing to receive UPS event notifications.
Select. The Select button allows you to select specific notifications for that person.
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SMS

SMS Modem Settings

When UPS events occur, this allows Short Message Signals (“SMS”) to be sent if a
GSM/GPRS/CDMA Modem is attached to the card.

SMS Modem Settings

Modem Communication Port
SMS Communication GPRS w
SIM Card PIN

Confirm SIM Card PIN

e
Send Message

Cellular Phone number

Unicode
SMS content (Max. 70 characters)
Character

[ Send ] Reset
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SMS Settings

" ™4
Send M3 When Event Occurs | Disable v |
SMS Server
SMS Port 30

Account Name

Password

Sending test SMS Test SMS

Enables SMS messaging event notifications

O Disable: No SMS Service

O Use Local Modem
When the modem is connected to NetAgentA directly

O Use Remote Service
When the modem connects to a PC with SMS Server software installed

SMS Server
If you select to use SMS service to send SMS, then enter the IP address of the SMS
Server. (A PC that installed SMS Server Software)

SMS Port
If you select to use the Remote service to send SMS, enter the port number that the
SMS Server uses for sending SMS. (Port 80 is the default)

Account Name

If you select to use the Remote service to send SMS, enter SMS Server’s account
name if required
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Password
If you select to use the Remote service to send SMS, enter SMS Server’s password if
required

Sending test SMS
When the modem and Configuration are ready, enter a mobile number to receive testing

Mobile Sending of Event Log

Cellular Phone numbert
Cellular Phone number2
Cellular Phone number3
Cellular Phone numberd
Cellular Phone numbers
Cellular Phone numbert

Cellular Phone number?

Cellular Phone numbers

To enter the recipient’s mobile number for SMS notification when an event or NetFeeler
event occurs. A total of 8 mobile numbers can be assigned.

Schedule Shutdown Event
UPS Failure

UPS entering Test mode
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Web/Telnet/FTP

g o5 NetAgentA

CARURRI TELNETSSH | FTPFTP-SSL S50 Information = RADIUS Server Settings

Web/ TelnetUF TP User Name Password Permassion P Filter

BACnet

i

Log Information

-~

Management

oo | s

T
|
—
)
T
3
—
U
0]
i

Sets how the SNMP card is accessed.

HTTP/HTTPS Account
This sets who can access the Ul. It is valid for up to 8 users.

Do not enter a username and password to allow everyone to access the card. But

at least one line (User) must have Read/Write permission, either without a username
and password or with a username and password. One line (User) must have
Read/Write permission.

IP Filter

This only allows a specific IP address to log in to the card.
** * * means any IP address
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Auto Logoff after Idle for xx minute (s). ( O is disabled)
The user is logged off automatically once the preset time is reached.

SSL Information
The card supports HTTPS protocol and various SSL encryptions for network
connections.

The user may upload its Public Key and Certification for authentication. When both the
public key and certificate are uploaded to the card, the card’s communication is
encrypted by SSL.

" (To communicate via HTTPS, enable HTTPS port 443.)
Supported SSL Protocols

. SSLv2

SSL v3
SSLv1.0,vl.1andvl.2
Clicking Apply reboots the card.

3 o5 NetAgentA

Web/ TalnetF TP User Name Password  Parmission

2
EY
g
1
2
g
5
-——
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FTP/FTP-SSL

[18:56:42] UPS Load Overran (80%)

HTTPHTIPS | TELNETSSH [ERUEISEEEINE SsLinformation | RADIUS Server Settings

onfigurat Management Protocol

UPS Configuration FTP S4rvi
UPS On/Off Schedule

Server Pert

Web/ TelnetF TP Uses Name Password  Permission

iiﬁi

Management

o | oot |
Select between FTP and FTP-SSL with a specific port number or disable it.

FTP/FTP-SSL Account
The same as HTTP account/password settings

User Name
Sets the password for NetAgentA FTP access.

Password
Sets the password for NetAgentA FTP access.

Permission
To set No Access / Read/ Read&Write)
#* Permission Rule 1, At least one user account must be Read/Write

# Permission Rule 2, User name with Read and Write cannot be blank

IP Filter :
Sets a specific IP address that can login into the NetAgentA card

** ** means any IP address
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SSL Information

., ‘ [15:56:42) UP'S Load Overrun (80%)
B 8. NetAgentA '

HTTRHTIPS | TELNETISSH | FTPFTP-ssL [ECINCISRNSSSN RADIUS Server Settings
igura

——
UPS3 Configuration vz
UPS On/Oft Schedule

Cioon T
Web/TelnetF TP

Log Information

NetAgentA supports HTTPS protocol and SSL encryptions for network connection.
A user may upload its Public Key and Certification for authentication

HTTPS Protocols

Select the encryption version
O SSL v2

O SSL v3

O SSLv1.0

OssLvll

O SSLvl.2

SSL Information
This is to upload the SSL certificate. When both the public key and certificate are
uploaded to the NetAgentA card, the communication is encrypted by SSL

To communicate via HTTPS, make sure to enable HTTPS port 443.

Clicking on Apply reboots the NetAgentA card.
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RADIUS Server Setting

.‘ ' [15:58:42] UPS Load Gwerrun (80%)
B 5 NetAgentA

Information HTTPMHTIPS | TELNETISSH @ FTPFTP-SSL | SSL LU RADIUS Server Settings

UPS Configuration Enable RADIUS in WebiTeinet login
UPS On/Off Schedule RADWUS $

secand(s)

Wa/ Teinet/F TF

SMS Modem
=

)

BACnet
NetAgentA supports BACnet/IP (Building Automation and Control/Internet Protocol)

[16:86:42) UPS Load Overrun (80%)

UPS Configuration
UPS On/Oft Schedule

[ sMsModem |
[ NetFocler |
EEN
Ol

o
>
O
5
o
O
)
<
a
o

Configure the device ID and access port number for the NetAgentA when using BACnet
for communication

Notification
Enter the IP address of the PC to be notified by BACnet software when an event occurs

52


http://www.bacnet.org/

SMS Modem

Marathon Power does not currently offer any SMS modems. However, we may still be
able to assist you if you contact Marathon Power at support@marathon-power.com

NetFeeler

[11:47:39] NetFeeler Communication Lost

m Configuration

UPS Configuration C
UPS On/Off Schedule Humidity (%)

cal UnderRun Critical OverRun

Temperature (*C)

Security Label

Label 1
Label 2
Label 3
Label 4
Label §
: Label
NetFeeler Labei 7
System
oo |
O |
|

NetFeeler is an external optional environmental sensor that can detect temperature,
humidity, and water. In addition, NetFeeler has an RF receiver built-in to work with
extension sensors such as smoke and security sensors.

If you would like to purchase a NetFeeler, please contact Marathon Power at
support@marathon-power.com

System

[11:47:38] NetFeeler Communication Lost

Qm FRWEIN u0g0 | sovermestore
K] comownon WS

UFS Configuration System Time (yyyy/mimidd hih.mim s 2019/01/16 12 18.56

UPS OniOff Schedule Time Between Automatic Updates 1Hour ¥

Time Server Swissime othz v

Time Zone (Relative to GMT)

Using Daylight Saving Time

Restart

Manual Restart System After 30 Seconds Apply

System

z Log Information
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This page sets NetAgentA’s system time and language and saves and restores a card’s
configuration.

Date/Time

NetAgentA to synchronize with external or internal Time Server for the correct date and
time.

System Time

System Time(yyyy/mm/dd hh: mm:ss)

To display the current system time/date of NetAgentA or click on Adjust Now to adjust to
the correct time/date automatically

Time Between Automatic Updates
This sets the interval for time synchronization.

Time Server

The Time Server can be selected from the drop-down list, or if the Time Server you
prefer is not listed, it can be added manually. You can use either a domain name or an
IP address.

Time Zone(Relative to GMT)
To select its GMT zone

Using Daylight Saving Time
Select whether to use the daylight saving time system to adjust the clock for 1 hour in
advanced

Restart
Auto Restart System for Every (0 is disabled):

NetAgentA to restart automatically at a preset hour or minute

Manual Restart System After 30 seconds
Clicking on Apply restarts after 30 seconds
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Language

=1. ' NetA entA [11:47:38] NetF ealer Communication Lot

M oomoton — Jl ouarmime (IS <. meciore
(3¢ comowoon e g

UPS Configuration * English Lo L

UPS On/Off Schedule Deutsch Tk
Frangais Pyccunn
Italiano Twp

Turkce Polska

Email Preferences

Use below interface language in Email and 5M$ notification

System

I Log Information

@ Management

When a user first logs into the webpage of NetAgentA, NetAgentA will auto detects the
OS language of the PC and displays the same language on its web pages (Users must |
have enabled cookies before they use this function).

This page sets the language for the card’s interface.

Email Preference
This selects the language preference for sent emails and SMS messages.
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Save/Restore

., ‘ [1‘.47.39] NetFeeler Communication Lost
s N etAg e ntA

E Date/Time | Language [EESIEIERGIE]

[2)

UPS Configuration Save current configuration
UPS On/Off Schedule Re
Network

store previous configuration Choose File  No file choser

Reset to factory default

= |
System
D Log Information
@]

Saving Current Configuration

Note: You can create a Master configuration by saving a finished configuration at
Help/About/Save/Restore Settings as a master.

Then by restoring this “Master” on another SNMP card, the new card is configured
faster and easier. Remember to change the new card’s 'IP address and System Name.

Save/Restore Settings Save Current Configuration
Click on Save to save the configuration to your PC. The text file has a default format of
YYYY_MMDD_TIME.cfg.

Restore the previous configuration

Use this function to restore the *.cfg configuration file. Click Browse to locate the file you
want to restore, and click on Restore.
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Log information Tab

Event Log

., ' [11:47:39] NetFeeler Communication Lost
B 8 NetAgentA

o]

Event Log

Sun. Mon. Tue. Wed. Thu, Fri. sat,
(o wiing |
= 10 20 30

Events List

[23:12:10): Server address can not be resolved.

[20:08:27): Connection with time server failed.

40 50 60 70 80 90 100 [17:11:41]: Connection with time server failed

[ 11:09:26): Connection with time server falled.
[08:39:35]: UPS communication has been lost.

10 120 130 140 150 160 170 [09:15:33]: UPS communication has been established.
[09:08:50]: Connection with time server failed
[ 08:08:26): UPS communication has been lost.

180 190 200 210 220 230 240
000 o
QLD
250 260 270 28@ 290 300
o o 000 000 00
' ! QLD RN L2

Event List
It displays the record of all events, giving the Date/Time of the event with a detailed
description of each. An event can be checked on a specific date from the calendar

Event census
Here is to present the event statistically on the selected date

. ' [11:47:39] NetFeeler Communication Lost
B 5 NetAgentA
. - $eopm o]
T

Event Log

SMS Log sun. Mon. Tue. Wed. Thu. Fri. Sat.
10 20 30 s Li

Battery Test Log Events List Events census
UPS communication has beer

(@] varogemem | i 85
40 50 60 70 80O 90 100 UPS self-test start: 8.33% ILL:-’ Spmnesten has been

sternal self-test camplete. \,

Connection with time server

Server address nat be

= 1@ 120 130 140 150 160 170 e faled.: 41.67%
@ UPS communication has been lost 2
180 190 200 210 20 230 240 P ’

000 ©
[-TY ] [ 2
260 260 270 280 200 300 '
o o 000 000 00 !

! L0 U Qi
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Data Log

Data Chart

It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/
Temperature..etc., in chart format. The logs can be saved in CSV format by clicking on
“Save” at the bottom of the page. The bar on top can be adjusted to check the log status
at a specific time of the day.

Ne gen [11:47:239] NetFealer Communication Lost
| = w- oo

Configuration Data Chart--201

: Log Infarmation 124 610 220 220 WO 140 110
Event Log = i

104 sos | 25 | 2s X
Data Log 336 106
Batiery Test Log | o | coz g 212 f 212 ! R 353 |y 132 | o |
T - & &0 210 210 2084 130
Management I — —— S — - & s - S -
20 - os
ses | 20 s o |zs a
4.8
ss0 | 200 a 120
4.6
344 £
55| 1 s 15
8. 19 0 - - - 1o
16:30 08:18 9:1 0s: o 9:18 09:17:08 1 08:17:1
Iry i Tt a . 56.9 Tamp 'C F
& B t. 1 @ Capac 00 - d 10
Date of Datalog: 2018/11/23 feifresti | save ]

Data Log
It records UPS Input Voltage/Output Voltage/ Frequency/ Loading/Capacity/

Temperature..etc., in a detailed list. When NetFeeler is connected, its status is also
available.

B o |
Configuration Data Chart--2023/02/26

D Log Information 10 10 9 60.5 | 140

13.92 - 110
Event Log 13.90
3 3
Data Log 60.0 13.88 [ 105
130
Battery Test Log 6 6 13.86
59.5 100
Management . . 13.84
120 13.82
59.0 . 95
2 2
13.80
0 0+ 585 110 13.78 - 90

00:03 00:04 00:05

—&— Input Volt.(V)
Qutput Volt.(W)
Freq.(Hz)

—¥— Temperature(°C °F)

—8— Battery Volt.(V)

—®— Capacity(%)

—8— Load(%)

—®— Estimated Battery Remaining Time (Mins.)
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Data Statistics

| imomaton | [ oo s
Configuration n N Number Of Maximum Minimum Average Vari Standard
. Q. ame Data Value Value Value anance deviation
D Log Information 124.0 120.0 123.2 10 10
1 Input Volt.{V 2251 -02-
Event Log P W 09:51:22 10:45:16 2023-02-15 20213502 2023-02-15

Data Log 1240 1200 1232 10 10
2 Output Volt.(V 2251 -02-

Battery Test utput Volt.(v) 095122 104516  2023-02-15 20213502 20230215
3 Freq.(Hz) 2251 2023-02-

003544 104809 20230215 0o 2023-02-15
| Temeawec 3000860 300860  30.0/86.0 2[[11203100[; 0.000.0

F) 104827 104827 20230215 ., 2023-02-15
140 13.9 139 0.0 0.0

5 Batlery VoIt (v) 2251 104808 10:4827 20230215 202135'02' 20230215
14.00 13.90 1302 0.00 004

6 CellVolL(y) 2251 104809 104827 20230215 2 0on0 20230215
0.0 00 00 00 0.0

7 Load(h) 2251 104827 104827 20230215 205502 20230215
100.0 100.0 100.0 50 0.0

8 Capaciy(%) 2251 104827  10:4827  2023-02-15 202135'02' 2023-02-15

Battery Test Log

Records the UPS Self-Tests, and displays them in a graphic. UPS Self-Test option is
available under System Information > Remote control.

.1 ‘ NetAgentA [11:47:38] NetFeeler Communication Lost

T 2

E ] Log Information Log ID Start Time End Time Duration The number of logs
Event Log = 1543383800 2018/11/28 05:43:20 2018/11/28 05:53:07 00:09:47 123
m Testing start:2018/11/28 05:43:20 @ Estimate &, Save
Lo Testing end:2018/11128 05:53:07
Battery Test Log Testing duration:00:09:47 3 80 23
Number of log:123 — @, An According to these battery
@ _voromer__| S e n Syt
- - - - . . following estimation. If the
' 1 70 - 21 Imdmg stays on the current
level{80%), when battery is fully
harged, the UPS could suppl
I ] 65 20 e PRl
05:44:30 power about 00:00:05. If the
battery is in current condition
_ 73% charged, the UPS could
- Battery capacity(%e) supply about 00:00:03
Load(%)

Temperature(-C)
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Management Tab

Netility Web

[00:00:50] UPS communication has been lost.

m Configuration Device MAC Address Hardware Firmware IP Address -
I Log Information » 2432786082 D4:6A:91:01:5E:A2 WB-T00-IPV-12 WB10.6c14 192.168.0.187
» 3925868545 00:03:EA:00:00:01 EzoL EZS.8410 192.168.0.244

Netility Web

File Manager
Serial Port Debug » 3925868547 00:03:EA:00:00:03 EZOL EZS.8410 192.168.0.121

E » 3925868675 00:03:EA:00:00:83 EZOM EZT.8824 192.188.0.212

» 3025868546 00:03:EA:00:00:02 EZOL EZS.8c20 192,168.0.237

» 3925868676 00:03:EA:00:00:84 EZOM EZT.Bb0G 192.168.0.220
¥ 3925868682 00:03:EA:00:00:8A EZPW EPS.Tb17 192.168.0.106
» 3925868716 00:03:EA:00:00:AC EZPW EPS.8b06 192.168.0.253
» 3925980505 00:03:EA:01:B5:59 HDT520 248.DT520.EAST 192.168.0.132
b 3925098885 00:03:EA:01:FD:25 HDP520 2.48.DP520.EAST 192.168.0.199
» 3026094354 00:03:EA:03:72:12 HBT508 2.48.BT506.EAST 192.168.0.117

This displays all the MegaTec cards within the network, with their serial number; Mac
Address; Hardware/Firmware version, and IP address. Double-clicking on a card opens
the webpage of that card.

File Manager

=,. ' N etA e ntA [09:03:51] Connection with time server failed.
—_— g

.‘& Configuration < root = _
i ilog rao 2%
D Log Information | batterylog
A Current Location:/mnt/log/dataleg/datalog_20190111.dat V]

4- . datalog

— 4 eventlog

Netility Web b
eventiog_200001.dat Access Tine

File Manager eventlog_201901.dat E datalog_20190111.dat 6220808 2019/01/11 ©2:01:16

. smslog
Serial Port Debug = 2019/01/11 01:36:21

total 1 files,® directories.

This is to manage the log files that the card generates. Specific log.dat can be
downloaded or deleted. Once the file is deleted, the log record is also erased on the Log
display under Log Information
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Serial Port Debug

[11:47:38] NetFesier Communication Lost

L
R o |
- ® ascl Hexadecimal
Log Information
H Management
Metility Web
EDTTTH | ooiiisiian o -
Serial Port Debug 2019/01/16 15:11:38 Fr
9 2.11 35.0 00000000
9 2.11 35.0 00000000
r
2.11 35 0 0OCk 0C

This displays the communication between the card and the UPS.

Debug Information

A command can is send automatically by card, or it can be entered manually.
Sent Information

This column displays the real-time sent command

Received Information

This display the response that the card receives from UPS

Port Information

[11:47:39] NetFeeler Communication Lost

§ 8. NetAgentA

Em DELTTRRIGHUELLLE Port Information (2]

D Log Information Debug Mode Auto v
P UPS v
CE—— | |
- Speed(baud) 2400 v
Netility Web
" Data Bits v
File Manager
: Parity NONe
Serial Port Debug
D |

This is to configure the communication parameter between NetAgentA and UPS.
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Parameters are Debug Mode; Port; Speed (Baud), Data Bits; Parity, and Stop Bits.
Two encoding formats: ASCII or Hexadecimal.

Help
This is to help to illustrate each feature/option that NetAgentA offers

=-=L NetAgentA

Please click on the left menu to select the options you need to help.

Configuration
D Log Information

[11:47:39] NetFeeler Communication Lost

Configuration
D Log Information Firmware Version

Hardware Version
® Management
- Serial Number
Netility Web

Serial Port Deb S
4

Tel:+886-2-87922060 Fax:+886-2-87922066
E-mail:netagent@megatec.com.tw

hitp//www.megatec.com.tw

It displays NetAgentA’s hardware/firmware and serial number.
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Firmware Updating

Warning!

The MegaTec STANDARD firmware is not fully compatible with our products.
Using firmware other may result in losing the functionality of the card or the UPS.
Please access the card and go to the Management Tab, About/Update Firmware to

update the firmware or contact Marathon Power directly at support@marathon-
power.com for the correct firmware.

Methods of upgrading the card’s firmware,
(1) Click on a specific card from the Netility list
(2) Press and hold the CTRL key to select multiple cards from the list.

(3) Click on the first card from the list, then press and hold on the SHIFT key and
then click on the last card in the list.

IMPORTANT! Please make sure if you select multiple cards that, they are the same
model

If there is any failure during firmware upgrading, please try again. If the error occurs
again, check that the hardware and firmware are compatible.

While upgrading, the red and yellow LED could alternatively flash. DO NOT remove any
power or cable to the card. Once the firmware has been successfully upgraded, the
card reboots automatically.

If a failure occurs during firmware upgrading, please try to upgrade the card again. If the
2nd attempt fails, please contact Marathon Power at support@marathon-power.com for
assistance.
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